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Introduction

Wi-Fi Alliance defines policies for WLAN network selection that can be provided to the UE in the form of a HS2.0 Management Object (the HS2.0 PerProviderSubscription MO). These policies allow the operator to provide terminal steering policies e.g. related to BSS load, backhaul link speed etc. 
As described in the objectives of the WLAN_NS WID, the relation between ANDSF and HS2.0 MO need to be clarified:

· Ensure that the content in the Management Object related to 3GPP operator policy provisioning for WLAN network selection procedures and the operator policy provisioning in WFA MO for WLAN network selection are consistent.

Also, several key issues in TR 23.865 bring up the relation between HS2.0 information and ANDSF. The following key issues are related to this contribution:
· Key issue 1: Support WLAN access through roaming agreements
· Key issue 2: Delivery of consistent information for WLAN network selection
· Key issue 4: Use WLAN load Information for network selection
· Key issue 7: Use WLAN Access Network Type and Venue Information for network selection
· Key issue 8: Use Connection Capability during WLAN network selection
In this paper we analyse different means for incorporating HS2.0 policy information into the ANDSF framework. This proposal focuses solely on the relationship of the HS2.0 MO and the ANDSF MO in order to address the NS_WLAN key issues, and does not cover the relationship of ANDSF mechanisms, ANDSF MO and HS2.0 MO with I-WLAN procedures and configuration information.
Discussion and Analysis
We analyse three alternatives for how HS2.0 policies can be supported for a 3GPP operator and 3GPP UE. These alternatives are:
1. Provide both HS2.0 MO and ANDSF MO to the UE

2. ANDSF Management Object enhanced with policies related to information elements available in HS2.0 Release 1. 
3. ANDSF MO includes (possibly several copies of) the HS2.0 MO (full HS2.0 MO or a subset).

Below we briefly describe each alternative and provide a brief analysis with advantages and disadvantages with each alternative. 

Alternative 1: Provide both HS2.0 MO and ANDSF MO to the UE

Principles

A 3GPP operator provides both the ANDSF policies and the HS2.0 policies to a 3GPP UE. Both ANDSF MO and HS2.0 MO may be provided by the ANDSF Server. This is illustrated in Figure 1 below.
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Figure 1: ANDSF Server provides both ANDSF MO (with ISMP, ISRP etc) and HS2.0 MO to the UE. Only the relevant subset of the HS2.0 MO would be used/populated.
The UE may then evaluate the policies as follows:

The terminal will first evaluate the ANDSF ISMP or ISRP. If the highest priority access technology is WLAN, the UE will select an AP (if any) satisfying the HS2.0 policies. 

 This implies for example:

· the load of the AP is less than the Maximum BSS load threshold, 

· at least one of the FQDN announced by the AP in Domain Name List is included in the PreferredRoamingPartnerList

· WAN Metric fulfills the MinimumBackhaulBandwitdh policy
· NOTE: The full set of HS2.0 policies are defined by Wi-Fi Alliance HS2.0 Release 2
When an operator wishes that the UE selects the WLAN access network according to the HS2.0 policies such as BSS load, domain name list etc, there are two options for how to handle the WLAN Access Network Identity information for WLAN (SSID, HESSID) currently available in the ISRP/ISMP:
· If WLAN Access Identity info (SSID etc) is not provided in ISRP/ISMP, WLAN access NW selection is completely up to HS2.0 MO, taking into account HS2.0 MO policy such as BSS load, etc

· If WLAN Access Identity info (SSID etc) is provided in ISRP/ISMP, the UE would apply the HS2.0 MO and try to select an AP only for the SSID / HESSID /BSSID contained in the prioritized access selected from ISMP/ISRP
If the corresponding HS2.0 policies are not fulfilled the terminal will consider that this ANDSF prioritized access as not valid. The UE will then go on to evaluate the next access in the prioritized access list, For example, the next prioritized access can be another WLAN access network with another SSID, which will be also tested against HS 2.0 policies.
There ANDSF Server will only provide to the UE that subset of the HS2.0 MO that is relevant to a 3GPP operator.  
NOTE: If HS2.0 MO is not provided to the UE, the legacy ANDSF behavior applies (e.g. with SSID in ISRP/ISMP)
Evaluation

Advantages

· No dependency between 3GPP ANDSF work and Wi-Fi Alliance HS2.0 work. Policies defined by any future extensions of HS20 Rel-2 MO in WFA will automatically be applicable to 3GPP scenarios as well

· Minimal work needed in the UE on top of the current 24.312 implementation and the HS20 implementation

Disadvantages

· HS2.0 policies are “global”. It is not possible to have HS2.0 policies with validity conditions defined by ANDSF (e.g. time-of-day, validity area) to make more “intelligent” WLAN network selection. In order to add validity conditions to the HS2.0 MO, 3GPP would need to work with Wi-Fi Alliance for enhancing HS2.0 to support validity conditions. This would make any work progress in 3GPP dependent upon WFA discussions and agreements.
· Anything not covered by HS20 Rel-2 (e.g. access network type and venue information as discussed in key issue #7) needs special solution. May still need ANDSF MO extensions.

· It needs to be ensured that the two MOs are configured in a consistent way. This could e.g. however be handled by the ANDSF Server providing both MOs to the UE. 
Alternative 2: ANDSF MO enhanced with policies related to information elements available in HS2.0 Release 1.

Principles

3GPP extends the existing ANDSF policies with new policy elements based on HS2.0 Release 1 information. This is decoupled from the policies defined by WFA for HS2.0 release 2. 
For example, 3GPP may add different policies than those contained in HS2.0 R2 and may also use different definitions compared to what Wi-Fi Alliance uses in the HS2.0 MO.
Such 3GPP-defined policies could be put, e.g. 

· in the ISRP and ISMP as extensions to the prioritized access descriptions for the case where the access technology is WLAN; or
· in a new sub-tree (e.g. called WLANSP) in the ANDSF Management Object, separate from ISMP and ISRP. 

For example,

· To address key issue #4, BSSLoadThreshold, MinimumBackhaulAvailableBandwidthThreshold could be added to ANDSF MO
· To address key issue #1: NAI Realms, RoamingConsortiumOI or a combination of them could be used as new values in to identify access network in addition to SSID. In this case the SSID or HESSID currently provided with the ISRP/ISMP do not need be provisioned.
· To address key issue #7 and #8, policies related to WLAN access network type, Venue Information and Connection Capability may be added directly to the ANDSF MO.

NOTE: we expect it is too late to have HS2.0 include such elements to the HS2.0 MO defined as part of HS2.0 Rel-2.

An example where new policies are included as an extension to the ISMP is illustrated in Figure 1 below (note that the figures are only for illustration, the details would be specified by stage 3).
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Figure 2: Example of “enhanced” ISMP policy where new policies are included as a new sub-tree (right) and as an extension to the ISRP (left).
For policies defined in HS2.0 MO, 3GPP could choose to simply copy-paste the definition into ANDSF MO. This would simplify UE implementation since each policy is defined in the same way in both HS2.0 MO and ANDSF MO. Alternatively, 3GPP could make its own definitions of the ANDSF policies which may however result in different policy definitions in 3GPP and Wi-Fi Alliance for the same HS2.0 parameter(s). 
For policies related to parameters available in HS2.0 Release 1, but not included in the HS2.0 MO, 3GPP needs to make its own definition. 

Evaluation

Advantages

· Full flexibility in 3GPP to define WLAN selection policies

· Possible to make use of ANDSF validity conditions, priorities etc also for policies related to HS2.0 capabilities.

· Policies not covered by HS20 Rel-2 (e.g. access network type and venue information as discussed in key issue #7) could be added in similar way. No need to wait for WFA.
Disadvantages

· Risk for diverging policy definitions. HS2.0 MO policies defined by any future extensions of HS2.0 Rel-2 in WFA will not automatically be applicable to 3GPP scenarios as well, and may conflict with HS2.0-related policies already defined by 3GPP. If the UE implementation wants to fulfill both HS2.0 specifications and ANDSF specifications, then different policy definitions will cause increased implementation complexity.

· 
Alternative 3: ANDSF MO includes instances of the HS2.0 MO 
Principles

Instances of the HS2.0 policies (in format defined by HS2.0) are included (copy-and-pasted) into the ANDSF Management Object. 
Such instances can be put, e.g. 
-
in the ISRP and ISMP as extensions to the prioritized access descriptions for the case where the access technology is WLAN; or
-
in a new sub-tree (e.g. called WLANSP) in the ANDSF Management Object, separate from ISMP and ISRP. Such a sub-tree would be dedicated for selecting WLAN access network. Validity conditions (e.g. time-of-day and validity area) should be added to that sub-tree to define under what conditions the HS2.0 policies are applicable to allow a more “intelligent” WLAN network selection. No traffic descriptors (IP filters etc.) would however be included in such a separate sub-tree.
An example of this alternative for the case when the HS2.0 MO is included in a new sub-tree is shown in Figure 3 below (note that the figures are only for illustration, the details would be specified by stage 3).
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Figure 3: Example of enhanced ANDSF MO where HS2.0 MOs are included in a new sub-tree (right) and where the HS2.0 MO is included in the ISRP (left). Only the relevant subset of the HS2.0 MO would be used/populated.
The terminal will first evaluate the ANDSF ISMP or ISRP. If the highest priority access technology is WLAN, the UE will select the WLAN AP according to the related instance of the HS2.0 policies, i.e. HS2.0 policies located in the prioritized access description of the active ISMP/ISRP rule, or located in the active WLANSP rule.
When operator wishes that the UE selects the WLAN access network according to the BSS load, domain name list, etc, there are two options for how to handle the WLAN Access Network Identity information for WLAN (SSID, HESSID) currently available in the ISRP/ISMP:

· If WLAN Access Identity information (e.g. SSID etc.) is not provided in ISRP/ISMP, WLAN access NW selection is completely up to the related instance of the HS2.0 policies, taking into account HS2.0 MO policy such as BSS load, etc.
· If WLAN Access Identity information (SSID etc) is provided in ISRP/ISMP, the UE would apply the related instance of the HS2.0 policies and select an AP corresponding only to the SSID / HESSID /BSSID contained in the prioritized access selected from ISMP/ISRP. 
Possibly some of the HS2.0 MO is not relevant for a 3GPP operator and/or may cause conflict with other 3GPP-defined policies. 3GPP should analyze what parts of the HS2.0 MO should be included with the ANDSF policies.  Part of this analysis could possibly be done together with CT1. The ANDSF Server will only include the subset of the HS2.0 MO that is relevant to a 3GPP operator.  
Evaluation

Advantages

· Minimal dependency between 3GPP ANDSF work and Wi-Fi Alliance HS2.0 work. Policies defined by any future extensions of HS2.0 Rel-2 MO in WFA can easily be applicable to 3GPP scenarios as well.
· Possible to make use of ANDSF validity conditions, priorities etc also for policies related to HS2.0 capabilities.
· HS2.0 and ANDSF WLAN policy definitions kept aligned. If the UE implementation wants to fulfill both HS2.0 specifications and ANDSF specifications, the methods for selecting WLAN access network are re-usable.

Disadvantages

· If 3GPP desires to include anything not covered by HS2.0 Rel-2 (e.g. policies for venue type information) it needs to define how to integrate such information directly into the ANDSF MO, or work in Wi-Fi Alliance to extend the HS2.0 MO. This can make work progress in 3GPP dependent upon WFA discussions and agreements.

Note: due to HS2.0 deadlines, we expect it is too late to have HS2.0 include such elements to the HS2.0 MO. However, such elements can be included in the ANDSF MO and possibly integrated in HS MO in release 3.

Summary and Conclusion 

This paper contains an analysis for how HS2.0 policies can be incorporated with ANDSF framework. 

As described in the analysis above, alternative 1 provides a separate instance of the HS2.0 policies to the UE. Such policies become “global” for the UE and will not be integrated with the “intelligent” WLAN NW selection based on ANDSF validity conditions such as time-of-day or validity area (as described in key issue #5).
Solution alternatives 2 and 3 allow more “intelligent” WLAN NW selection that is integrated with ANDSF validity conditions. Moreover, since alternative 3 keeps Wi-Fi Alliance and 3GPP methods for WLAN selection aligned and consistent, we consider alternative 3 preferable. It can be noted that alternatives 1 and 3 would require close cooperation between 3GPP and WFA to incorporate specific 3GPP requirements in future extension of the HS2.0 policies. 

NOTE: The relation between this proposal and I-WLAN PLMN selection needs further consideration

Proposal

It is proposed to include the solution descriptions and evaluation for the three alternatives into TR 23.865 as alternative solutions related to key issues 1, 2, 4, 7 and 8, as described below
NOTE: The text below is a copy-and-paste from above with the addition that a mapping to the key issues has been included below in the Evaluation sections
***** First Change *****

6.X 
Solution #A for ANDSF and HS2.0 integration: Provide both HS2.0 MO and ANDSF MO to the UE

6.X.1 Relation to key issues and other solution alternatives

This solution addresses key issue 1, 2, 4, 7 and 8. 

The ANDSF policies are extended to include also HS2.0 policies. Three principles are possible for how to extend the ANDSF MO with policies related to HS2.0:

1. Provide both HS2.0 MO and ANDSF MO to the UE 

2. ANDSF Management Object enhanced with policies related to information elements available in HS2.0 Release 1. 

3. ANDSF MO includes (possibly several different copies of) relevant parts of HS2.0 MO 

The alternative 1 solution is described below. The alternatives 2 and 3 are described in clause 6.Y and 6.Z respectively.
6.X.2 Description

In this solution both HS2.0 MO and ANDSF MO is provided to the UE
Principles

A 3GPP operator provides both the ANDSF policies and the HS2.0 policies to a 3GPP UE. Both ANDSF MO and HS2.0 MO may be provided by the ANDSF Server. This is illustrated in Figure 1 below.
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Figure 1: ANDSF Server provides both ANDSF MO (with ISMP, ISRP etc) and HS2.0 MO to the UE. Only the relevant subset of the HS2.0 MO would be used/populated.
This UE may then evaluate the policies as follows:

The terminal will first evaluate the ANDSF ISMP or ISRP. If the highest priority access technology is WLAN, the UE will select an AP (if any) satisfying the HS2.0 policies. 

 This implies for example:

· the load of the AP is less than the Maximum BSS load threshold, 

· at least one of the FQDN announced by the AP in Domain Name List is included in the PreferredRoamingPartnerList

· WAN Metric fulfills the MinimumBackhaulBandwitdh policy
· NOTE: The full set of HS2.0 policies are defined by Wi-Fi Alliance HS2.0 Release 2
When an operator wishes that the UE selects the WLAN access network according to the HS2.0 policies such as BSS load, domain name list etc, there are two options for how to handle the WLAN Access Network Identity information for WLAN (SSID, HESSID) currently available in the ISRP/ISMP:

· If WLAN Access Identity info (SSID etc) is not provided in ISRP/ISMP, WLAN access NW selection is completely up to HS2.0 MO, taking into account HS2.0 MO policy such as BSS load, etc

· If WLAN Access Identity info (SSID etc) is provided in ISRP/ISMP, the UE would apply the HS2.0 MO and try to select an AP only for the SSID / HESSID /BSSID contained in the prioritized access selected from ISMP/ISRP

If the corresponding HS2.0 policies are not fulfilled the terminal will consider that this ANDSF prioritized access as not valid. The UE will then go on to evaluate the next access in the prioritized access list, For example, the next prioritized access can be another WLAN access network with another SSID, which will be also tested against HS 2.0 policies.

There ANDSF Server will only provide to the UE that subset of the HS2.0 MO that is relevant to a 3GPP operator.  
NOTE: If HS2.0 MO is not provided to the UE, the legacy ANDSF behavior applies (e.g. with SSID in ISRP/ISMP)
6.X.2
Impacts on existing nodes or functionality

The ANDSF MO need to be extended to included additional policies related to HS2.0 parameters

6.X.3
Evaluation
Advantages

· No dependency between 3GPP ANDSF work and Wi-Fi Alliance HS2.0 work. Policies defined by any future extensions of HS20 Rel-2 MO in WFA will automatically be applicable to 3GPP scenarios as well

· Minimal work needed in the UE on top of the current 24.312 implementation and the HS20 implementation

Disadvantages

· HS2.0 policies are “global”. It is not possible to have HS2.0 policies with validity conditions defined by ANDSF (e.g. time-of-day, validity area) to make more “intelligent” WLAN network selection. In order to add validity conditions to the HS2.0 MO, 3GPP would need to work with Wi-Fi Alliance for enhancing HS2.0 to support validity conditions. . This would make any work progress in 3GPP dependent upon WFA discussions and agreements.

· Anything not covered by HS20 Rel-2 (e.g. access network type and venue information as discussed in key issue #7) needs special solution. May still need ANDSF MO extensions.

· It needs to be ensured that the two MOs are configured in a consistent way. This could e.g. however be handled by the ANDSF Server providing both MOs to the UE. 
The solution alternative addresses the key issues in the following way:

· Key issue 1 Support WLAN access through roaming agreements: 

· The roaming consortium OIs of the home operator, as well as preferred roaming partner realms would be included with the HS2.0 Management Object 

· Key issue 2: Delivery of consistent information for WLAN network selection
· Inconsistencies between ANDSF policies and HS2.0 policies are resolved by the ANDSF Server populating the two MOs in such a way that the resulting policy is consistent.  More analysis may be needed to determine what subset of the ANDSF MO and/or HS2.0 MO can be provided to the UE. 

· Key issue 4: Use WLAN load Information for network selection
· The policies for Max BSS load threshold as well as backhaul link speed would be included with the HS2.0 MO policy

· Key issue 7: Use WLAN Access Network Type and Venue Information for network selection
· Policies for WLAN Access Network Type and Venue Information are not included in HS2.0 MO in HS2.0 release 2. If 3GPP concludes that it is desirable to include such policies, 3GPP could liaise with Wi-Fi Alliance for inclusion into the HS2.0 MO in a later release. In order to keep 3GPP and Wi-Fi Alliance policies related to HS2.0 aligned, it is proposed to not introduce these policies in ANDSF outside of the HS2.0 policies. 
· Key issue 8: Use Connection Capability during WLAN network selection
· The policies for connection capability would be included with the HS2.0 MO policy

***** 2nd Change *****

6.Y 
Solution #B for ANDSF and HS2.0 integration: ANDSF MO enhanced with policies related to information elements available in HS2.0 Release 1.
6.Y.1 Relation to key issues and other solution alternatives

This solution addresses key issue 1, 2, 4, 7 and 8. 

The ANDSF policies are extended to include also HS2.0 policies. Three principles are possible for how to extend the ANDSF MO with policies related to HS2.0:

1. Provide both HS2.0 MO and ANDSF MO to the UE 

2. ANDSF Management Object enhanced with policies related to information elements available in HS2.0 Release 1. 

3. ANDSF MO includes (possibly several copies of) the HS2.0 MO (full HS2.0 MO or a subset).

The alternative 2 solution is described below. The alternatives 1 and 3 are described in clause 6.X and 6.Z respectively.
6.Y.2 Description

In this solution, the ANDSF Management Object is enhanced with policies related to information elements available in HS2.0 Release 1.

Principles

3GPP extends the existing ANDSF policies with new policy elements based on HS2.0 Release 1 information. This is decoupled from the policies defined by WFA for HS2.0 release 2. 

For example, 3GPP may add different policies than those contained in HS2.0 R2 and may also use different definitions compared to what Wi-Fi Alliance uses in the HS2.0 MO

Such 3GPP-defined policies could be put, e.g. 

- 
in the ISRP and ISMP as extensions to the prioritized access descriptions for the case where the access technology is WLAN; or

- 
in a new sub-tree (e.g. called WLANSP) in the ANDSF Management Object, separate from ISMP and ISRP.

For example,

· To address key issue #4, BSSLoadThreshold, MinimumBackhaulAvailableBandwidthThreshold could be added to ANDSF MO
· To address key issue #1: NAI Realms, RoamingConsortiumOI could be used as new values in to identify access network in addition to SSID. In this case the SSID or HESSID currently provided with the ISRP/ISMP do not need be provisioned.

· To address key issue #7 and #8, policies related to WLAN access network type, Venue Information and Connection Capability may be added directly to the ANDSF MO.

NOTE: we expect it is too late to have HS2.0 include such elements to the HS2.0 MO defined as part of HS2.0 Rel-2.

An example where new policies are included as an extension to the ISMP is illustrated in Figure 1 below (note that the figures are only for illustration, the details would be specified by stage 3).
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Figure 2: Example of “enhanced” ISMP policy where new policies are included as a new sub-tree (right) and as an extension to the ISRP (left).
For policies defined in HS2.0 MO, 3GPP could choose to simply copy-paste the definition into ANDSF MO. This would simplify UE implementation since each policy is defined in the same way in both HS2.0 MO and ANDSF MO. Alternatively, 3GPP could make its own definitions of the ANDSF policies which may however result in different policy definitions in 3GPP and Wi-Fi Alliance for the same HS2.0 parameter(s).
For policies related to parameters available in HS2.0 Release 1, but not included in the HS2.0 MO, 3GPP needs to make its own definition. 

6.Y.3
Impacts on existing nodes or functionality

The ANDSF MO need to be extended to included additional policies related to HS2.0 parameters

6.Y.4
Evaluation
Advantages

· Full flexibility in 3GPP to define WLAN selection policies

· Possible to make use of ANDSF validity conditions, priorities etc also for policies related to HS2.0 capabilities.

· Policies not covered by HS20 Rel-2 (e.g. access network type and venue information as discussed in key issue #7) could be added in similar way. No need to wait for WFA.
Disadvantages

· Risk for diverging policy definitions. HS2.0 MO policies defined by any future extensions of HS2.0 Rel-2 in WFA will not automatically be applicable to 3GPP scenarios as well, and may conflict with HS2.0-related policies already defined by 3GPP. If the UE implementation wants to fulfill both HS2.0 specifications and ANDSF specifications, then different policy definitions will cause increased implementation complexity.

· 
The solution alternative addresses the key issues in the following way:

· Key issue 1 Support WLAN access through roaming agreements: 

· The ANDSF MO can be extended to include policies related to e.g. roaming consortium OIs of the home operator

· Key issue 2: Delivery of consistent information for WLAN network selection
· Inconsistencies between ANDSF policies and HS2.0 policies may be introduced if 3GPP defines ANDSF policies without taking HS2.0 policies into account
· Key issue 4: Use WLAN load Information for network selection
· The ANDSF MO can be extended to include policies for Max BSS load threshold as well as backhaul link speed 

· Key issue 7: Use WLAN Access Network Type and Venue Information for network selection
· The ANDSF MO can be extended to include policies for WLAN Access Network Type and Venue Information. Note that these are however not included in HS2.0 MO in HS2.0 release 2. 
· Key issue 8: Use Connection Capability during WLAN network selection
· The ANDSF MO can be extended to include policies for connection capability 

***** 3rd Change *****

6.Z 
Solution #C for ANDSF and HS2.0 integration: ANDSF MO includes instances of the HS2.0 MO 
6.Z.1 Relation to key issues and other solution alternatives

This solution addresses key issue 1, 2, 4, 7 and 8. 

The ANDSF policies are extended to include also HS2.0 policies. Three principles are possible for how to extend the ANDSF MO with policies related to HS2.0:

1. Provide both HS2.0 MO and ANDSF MO to the UE 

2. ANDSF Management Object enhanced with policies related to information elements available in HS2.0 Release 1. 

3. ANDSF MO includes  relevant parts of HS2.0 MO 

The alternative 3 solution is described below. The alternatives 1 and 2 are described in clauses 6.X and 6.Y respectively
6.Z.2 Description

In this solution the ANDSF MO is enhanced to include relevant parts of HS2.0 MO.
Principles

Instances of the HS2.0 policies (in format defined by HS2.0) are included (copy-and-pasted) into the ANDSF Management Object. 

Such instances can be put, e.g. 

-
in the ISRP and ISMP as extensions to the prioritized access descriptions for the case where the access technology is WLAN; or

-
in a new sub-tree (e.g. called WLANSP) in the ANDSF Management Object, separate from ISMP and ISRP. Such a sub-tree would be dedicated for selecting WLAN access network. Validity conditions (e.g. time-of-day and validity area) should be added to that sub-tree to define under what conditions the HS2.0 policies are applicable to allow a more “intelligent” WLAN network selection. No traffic descriptors (IP filters etc.) would however be included in such a separate sub-tree.

An example of this alternative for the case when the HS2.0 MO is included in a new sub-tree is shown in Figure 3 below (note that the figures are only for illustration, the details would be specified by stage 3).
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Figure 3: Example of enhanced ANDSF MO where HS2.0 MOs are included in a new sub-tree (right) and where the HS2.0 MO is included in the ISRP (left). Only the relevant subset of the HS2.0 MO would be used/populated.

The terminal will first evaluate the ANDSF ISMP or ISRP. If the highest priority access technology is WLAN, the UE will select the WLAN AP according to the related instance of the HS2.0 policies, i.e. HS2.0 policies located in the prioritized access description of the active ISMP/ISRP rule, or located in the active WLANSP rule.
When operator wishes that the UE selects the WLAN access network according to the BSS load, domain name list, etc, there are two options for how to handle the WLAN Access Network Identity information for WLAN (SSID, HESSID) currently available in the ISRP/ISMP:

· If WLAN Access Identity information (e.g. SSID etc) is not provided in ISRP/ISMP, WLAN access NW selection is completely up to the related instance of the HS2.0 policies, taking into account HS2.0 MO policy such as BSS load, etc
· If WLAN Access Identity information (e.g. SSID etc) is provided in ISRP/ISMP, the UE would apply the related instance of the HS2.0 policies and select an AP corresponding only to the SSID / HESSID /BSSID contained in the prioritized access selected from ISMP/ISRP 
 Possibly some of the HS2.0 MO is not relevant for a 3GPP operator and/or may cause conflict with other 3GPP-defined policies. 3GPP should analyze what parts of the HS2.0 MO should be included with the ANDSF policies. Part of this analysis could possibly be done together with CT1. The ANDSF Server will only include the subset of the HS2.0 MO that is relevant to a 3GPP operator.
6.Z.3
Impacts on existing nodes or functionality

Instances of the HS2.0 policies (in format defined by HS2.0) are included (copy-and-pasted) into the ANDSF Management Object. 

6.Z.4
Evaluation
Advantages

· Minimal dependency between 3GPP ANDSF work and Wi-Fi Alliance HS2.0 work. Policies defined by any future extensions of HS2.0 Rel-2 MO in WFA can easily be applicable to 3GPP scenarios as well.
· Possible to make use of ANDSF validity conditions, priorities etc also for policies related to HS2.0 capabilities.
· HS2.0 and ANDSF WLAN policy definitions kept aligned. If the UE implementation wants to fulfill both HS2.0 specifications and ANDSF specifications, the methods for selecting WLAN access network are re-usable.

Disadvantages

· If 3GPP desires to include anything not covered by HS2.0 Rel-2 (e.g. policies for venue type information) it needs to define how to integrate such information directly into the ANDSF MO, or work in Wi-Fi Alliance to extend the HS2.0 MO. This can make work progress in 3GPP dependent upon WFA discussions and agreements

Note: due to HS2.0 deadlines, we expect it is too late to have HS2.0 include such elements to the HS2.0 MO. However, such elements can be included in the ANDSF MO and possibly integrated in HS MO in release 3.
The solution alternative addresses the key issues in the following way:

· Key issue 1 Support WLAN access through roaming agreements: 

· The roaming consortium OIs of the home operator, as well as preferred roaming partner realms would be included with the HS2.0 Management Object 

· Key issue 2: Delivery of consistent information for WLAN network selection
· Inconsistencies between ANDSF policies and HS2.0 policies are resolved by integrating the HS2.0 MO with the ANDSF MO.  More analysis may be needed to determine if the full HS2.0 MO or a subset of the HS2,0 MO is reasonable to include in the ANDSF MO. 

· Key issue 4: Use WLAN load Information for network selection
· The policies for Max BSS load threshold as well as backhaul link speed would be included with the HS2.0 MO policy

· Key issue 7: Use WLAN Access Network Type and Venue Information for network selection
· Policies for WLAN Access Network Type and Venue Information are not included in HS2.0 MO in HS2.0 release 2. If 3GPP concludes that it is desirable to include such policies, 3GPP may add Venue Information and Connection Capability directly to ANDSF MO. Alternatively, in order to keep specifications in line with future releases of HS specifications, 3GPP could liaise with Wi-Fi Alliance for inclusion into the HS2.0 MO in a later release. 
· Key issue 8: Use Connection Capability during WLAN network selection
· The policies for connection capability would be included with the HS2.0 MO policy

***** End of Changes *****
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